TB’s Enciphering Program for TI-89

Version 1.0.0.0.0.0.0.0.0.0.0.0.0.0.0.0.0.0.0.0.0.0.0.0.0

(Got the idea yet?)

Program List:

These programs should be on your calc:

TBABO()

TBCOFV5()

TBCOMV2()

TBDEL1()

TBLINK()

TBPROG (actually a string)

TBVEIW1() (I spelt it wrong but didn’t change it)

See Miscellaneous 11 to create a shortcut

HOW TO USE:

These programs are simple but give decent security, and although someone with a computer and the right program could probably break it fairly quickly, a calculator will not. To use it, send it to the calc and it should go into a folder TBCOD (if not create the folder and move it there), then type in TBCOD/TBLINK() and a POP-UP will appear.

Options

1: Encipher- A request will appear and ask you for the NAME: (Where to store enciphered string), PASSWORD:(The word that will be used to encipher your message), and a Drop-Down with 1:Typing Text and 2:Recall Variable.

1:Typing Text-A request will ask for a string TEXT: (Where you type in the message to be enciphered) and will then encipher it.

2: Recall Variable: If you have already stored a string that you want enciphered, select this option and it will encipher the string stated under NAME: using PASSWORD: The enciphered string will then be stored to NAME: DO NOT USE LOCKED OR ARCHIVED STRINGS AND USE NAME: folder/var if var is not in MAIN. (I couldn’t be bothered unarchiving and stuff.) 

There is another drop down that appears in between the request box and enciphering, with 4 choices:

1: Let-Let- Will take your message (of any characters), and spit out some letters.

2: Let-Num- Will take your message (of any characters), and spit out the enciphered message as numbers.

3: Num-Let- Will take your message OF NUMBERS ONLY (and you must use 3 digits to represent each character i.e. A becomes 065(see Miscellaneous 9)) and spit out the enciphered message as characters.

4: Num-Num- Will take your message OF NUMBERS ONLY and encipher it and display one long number. (See Miscellaneous 9)

2: Decipher- A request will appear and ask you for the NAME: (Where to store deciphered string), PASSWORD: (The word that will be used to decipher your message), and a Drop-Down with 1:Typing Text and 2:Recall Variable.

1:Typing Text-A request will ask for a string TEXT: (Where you type in the message to be deciphered) and will then decipher it.

2: Recall Variable: If you have already stored a string that you want deciphered, select this option and it will decipher the string stated under NAME: using PASSWORD: The enciphered string will then be stored to NAME: Again DO NOT USE LOCKED OR ARCHIVED STRINGS AND USE NAME: folder/var if var is not in MAIN. 


3: View- You type in NAME: VAR (folder/VAR if not in MAIN) 

and this will display the String (Enciphered or Deciphered)

4: Delete- Obvious, but anyway. Will request NAME: ask if you really want to delete it and will delete any of those unwanted strings that you have deciphered and don’t want to read again. (or someone else to read).

5: Exit- If you can’t figure this out go crying to your parents for a BASIC calculator (i.e. Not one that is even slightly programmable.)

IF this program screws your calculator up then tell everyone you know and see if they will give you enough money to buy a new one cause I DON’T CARE and take no responsibility, BLAH, BLAH, BLAH.

I did want to put in a search program to look for strings, but I couldn’t figure out how to. I also wanted to select strings from different Folders, but again No IDEA. If you can, please do, but send a copy to me, or if you have an idea on how I could do it, send it in. Also send in any ideas of other things I could add.

You could also use this with VTI and email the messages if you both knew the password.

Miscellaneous: 1: I HAVE TESTED IT and found nothing wrong but it will kick you out if you try to Encipher/Decipher/View anything other than a STRING.

2: It uses the ASCII numbers, so will spit out all kinds of characters, meaning you can also use punctuation, numbers, Greek, etc.

3: BE EXTREMELY CAREFUL when copying characters down onto paper as I found there are some that look very similar, EG. Degrees symbol and superscript O. the easiest thing to do is pass the message through a calc link.

4: There is a small secondary cipher thingy behind the PASSWORD: so it may make it slightly harder break, I will explain it if you contact me.

5: Capitals and small letters do make a difference, so remember which one you use ESPECIALLY FOR PASSWORDS. 

6: Passwords should be shorter that the text, and probably you want to try just using each letter once, (you can use names and words to help you remember them easier, rather than random letters.) Otherwise they can be as long as you want.

7: Include spaces in text but try not to use them in PASSWORD: (you can use them but may ERROR although I doubt it). 

8: If the En/Deciphering programs are broken (i.e. You push the on button), the original string will still be there.

9: The three number thing is because of the ASCII code, where 255 is the largest number so I had to take three numbers at a time and if you just typed the numbers for say ABCD as 65666768 it will screw up. (It should be 065066067068), but you really shouldn’t need to type numbers at all unless you receive a message on paper that you need to decode. Make sure the person who sent the message included all the zeros, then type it in and it should be all right. I think if you encipher to numbers, you could also encipher the message again (super encipher) by using the enciphered message (let-num) and then with a different password use num-let. You will get a message of letters/characters, which you would probably want to send via cable. (I don’t know how to enable you to access the char Menu to insert the symbols. Any suggestions???) For More Info on this please ask!!!

10. Nearly all vars are local but I don’t think the var ps is in either tbcofv5() or tbcomv2() and any string you type in will be stored to a global var NAME in folder TBCOD (the program will change the folder to TBCOD automatically and change it back to what you previously had when finished)

11. If you wanted a shortcut to the program use Apps, prog editor, new, and in main, with Name kbdprgmx (x being a number 1-9 that you are not already using) and after Prgm type this:

Tbcod\tblink()

Then exit and you can run the program by pressing diamond (x (
Whichever number you used)).

Contact me to report bugs and suggestions at computerulz@hotmail.com. 

And to get rid of that “See Doc file“ that appears when the program starts, go to decipher, and for NAME:, type in TBPROG, for PASSWORD: PROGRAMMER and use Recall VAR.

I have got a sort of text wrap included that you can put in your own programs if you want. Just thank me in the TXT file for a contribution. The easiest place to copy it from is the tbview() program, but remember to change the variables. If you want me to explain how it works Email me.

IN THE FUTURE!!!

I might put it all into one program file, ask for a password to enter the program, and any good suggestions that come in.

And for curiosities sake, is it possible to link more than one calc at a time with a spliced cable or would you need a program to go with it???

